**Session 1:**

1. **Domain Name**
2. **Bruite Force Attack**
3. **DDOS** 
   1. **HOIC**
4. **Basic SQL Injection**
5. **Phishing**

**Session 2:**

1. **Open source intelligence**
2. **Why OSINT is important**
3. **Website owner identify**
   1. **Domainbigdata**
4. **Internet protocol address**
5. **How to trace a mail**
6. **How to check news [true false fack-checker]**
   1. **Source check**
   2. **Image forensics**
   3. **Google images**
   4. **Metadata check**
   5. **forensically**
7. **data recovery** 
   1. **icaredatarecovery pro**

**Session 3**

1. **Data destruction**
2. **Virus / malware** 
   1. **Virustotal**
3. **Ransomware** 
   1. **Emsisoft.com**
   2. **Noramson**
   3. **Nomoreransom.org**
4. **Cyber Safety**
5. **Device Safety**